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Support agreement resources

If you want to contact us regarding an existing support agreement, please contact
the support agreement administration team for your region as follows:

Worldwide (except Japan) CustomerCare@veritas.com

Japan CustomerCare_Japan@veritas.com
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Introducing Backup Exec

This chapter includes the following topics:
= About Backup Exec

= How Backup Exec works

About Backup Exec

Backup Exec is a high-performance data management solution for Windows®
servers networks. With its client/server design, Backup Exec provides fast, reliable
backup and restore capabilities for servers, applications, and workstations across

the network.

Backup Exec is available in several configurations that can accommodate networks
of all sizes. In addition, Backup Exec's family of agents and features offers solutions
for scaling your Backup Exec environment and extending platform and feature

support.

See “How Backup Exec works” on page 37.

How Backup Exec works

You use the Backup Exec Administration Console to interact with Backup Exec for
tasks like submitting backups, restoring data, configuring storage, and monitoring
jobs. You can run the Administration Console from the Backup Exec server, which
is a Windows server on which Backup Exec is installed, or from a remote computer.
After backups, restores, or other operations are created, the Backup Exec server
processes the jobs or delegates the jobs for processing in multi-Backup Exec server

environments.
Backup Exec includes the following features:

= Convenient backup scheduling
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Backup Exec administrators can set up scheduled backups for Windows and
Linux computers across the network. Backup Exec's flexible calendar-based
administration lets you easily schedule backups for processing during off-peak
hours.

Complete system recovery

Backup Exec's Simplified Disaster Recovery takes all of the guesswork out of
recovering an entire system. While configuring a backup, you get a clear
indication that you have selected the data that is necessary to perform a
Simplified Disaster Recovery-enabled backup. After you back up a computer's
critical system components, use the Create Simplified Disaster Recovery
Disk Wizard to create a Simplified Disaster Recovery disk image. You can
then use the disk image to perform a disaster recovery of the computer.

Comprehensive monitoring and intuitive mechanisms for everyday tasks

The Job Monitor provides a single location to monitor and manage all of your
backup, restore, installation, and storage operation jobs. The Home tab lets you
view statistics for your entire Backup Exec environment. From the Servers view,
you can monitor the backup status for all of the computers on your network.
Interactive alerts display the situations that require your attention.

Backup results can be viewed from a backup's job history. The job history
contains statistics, errors, and other information pertaining to the backup. Backup
Exec’s catalog is a database of all backed-up data, and Backup Exec uses the
catalog to track restore selections.

Wizards guide you through most Backup Exec operations, including the creation
of backup and restore jobs, and the configuration of storage.

Automated data lifecycle management for disk-based and cloud storage
Backup Exec uses data lifecycle management to automatically delete expired
backup sets on disk storage, disk cartridge media, deduplication storage, storage
arrays, cloud storage, and virtual disks. You specify how long to keep backup
data when you create a backup job that is sent to a disk-based storage device.
When the amount of time to keep the backup data expires, the data lifecycle
management feature deletes the backup sets and reclaims the disk space for
use by new backup sets.

See “How data lifecycle management (DLM) deletes expired backup sets on
disk-based storage” on page 338.

Simplified device and media management

Backup Exec uses the Advanced Device and Media Management (ADAMM)
feature to manage data retention on tapes. ADAMM expires the backup sets
that are stored on media according to a set of rules that you apply to the media.



Installation

This chapter includes the following topics:

About the Backup Exec installation process and licensing options

Backup Exec preinstallation checklist

Running the Environment Check before installing or upgrading Backup Exec
Microsoft SQL Server Express Edition components installed with Backup Exec
System requirements for Backup Exec

Installing Backup Exec by using the Installation Wizard

Installing additional agents and features to the local Backup Exec server
Push-installing Backup Exec to remote computers

Methods for installing the Agent for Windows

Installing the Remote Administrator

Installing Backup Exec using the command line (silent mode)

About the installation log

Viewing the Installation Summary Report

Repairing Backup Exec

Updating Backup Exec with Veritas Update

Viewing installed updates

Uninstalling Backup Exec updates

Viewing license information
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= Backup Exec license contract information

= About upgrading to Backup Exec

» Post-installation tasks

» Uninstalling Backup Exec

= Uninstalling Backup Exec using the command line

= Uninstalling Backup Exec features from the local Backup Exec server

About the Backup Exec installation process and
licensing options

The Backup Exec installation wizard guides you through the process of installing
Backup Exec and its agents and features. Using the installation wizard, you can
install Backup Exec and its agents and features on a local computer or you can
push-install them to a remote computer. The computer on which Backup Exec is
installed is called the Backup Exec server. Additionally, you can install the Remote
Administrator, which lets you administrate the Backup Exec server from a remote
Windows server or workstation.

Note: You cannot install Backup Exec or the Agent for Windows on a volume that
has been enabled for data deduplication in Windows, on an ReFS volume, or on
Cluster Shared Volumes.

When you install Backup Exec, you can input a license in two ways:
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About the Backup Exec installation process and licensing options

Table 2-1 Licensing options

Item

Description

Enter entittlement IDs manually

You can enter the entitlement IDs that are
listed on your license certificate. Entitlement
IDs contain one letter and 10 numbers, such
as A0123456789. After you add your
entitlement IDs, enter the Veritas User
Account credentials to connect to the Veritas
Entitlement Management System. Backup
Exec connects to the Veritas Entitlement
Management System and downloads the
license files. An Internet connection is
required to enter entitlement IDs manually.

Note: Licenses from previous versions of
Backup Exec cannot activate the current
version of Backup Exec.

Import licenses from the License File

You can import your License Files (.slIf) from
a network share or from a local drive.

You must go to the Veritas Entitlement
Management System to obtain them. From
the Veritas Entittement Management System,
you receive one file with all of the entitlement
IDs that you registered.

After installation, the .slf files can be found in
the following location:

Windows Server 2012 and later:
C:\Programdata\Veritas Shared\Licenses

Install a 60-day trial version

A 60-day trial version is available for Backup
Exec. If you do not enter any entitlement IDs
or license files during the installation process,
a trial version is installed.

After Backup Exec has been installed, you can install additional agents and features
if you have valid licenses for them. For more information about how to add agents
and features, refer to the Backup Exec Price and Licensing Guide. You can also
push-install Backup Exec or the Agent for Windows to remote computers.

Installation from a command line is also available. Command line installation is
called silent mode installation. The silent mode installation uses the Setup.exe
program on the Backup Exec installation media.

Y|
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Backup Exec may install the following additional products during the installation
process:

= Microsoft Report Viewer 2015
s Microsoft. NET Framework 4.8

= Microsoft Visual C++ 2008 Service Pack 1 Redistributable Package MFC Security
Update

= Microsoft Visual C++ 2010 Service Pack 1 Redistributable Package MFC Security
Update

= Microsoft Visual C++ 2012 Redistributable Package
= Microsoft Visual C++ 2015 Redistributable Package
= Microsoft SQL Server Express

For information about the best practices to install Backup Exec, refer to Backup
Exec Best Practices.

See “Installing Backup Exec by using the Installation Wizard” on page 49.

See “Installing additional agents and features to the local Backup Exec server”
on page 59.

See “Push-installing Backup Exec to remote computers” on page 61.
See “Push-installing the Agent for Windows to remote computers” on page 69.
See “Installing Backup Exec using the command line (silent mode)” on page 90.

See “Backup Exec preinstallation checklist” on page 42.

Backup Exec preinstallation checklist

Before you install Backup Exec, you should do the following:

= Run the Backup Exec Environment Check on the computer on which you want
to install Backup Exec. The Environment Check analyzes the computer to make
sure that the installation process can complete. If Backup Exec finds any
configuration issues that can be fixed during the installation, or that may prevent
the installation, warnings appear. Although the Environment Check runs
automatically during installation, you may want to run it manually before you
install Backup Exec or before you back up data with Backup Exec.
See “Running the Environment Check before installing or upgrading Backup
Exec” on page 43.

= Check the Backup Exec Hardware Compatibility List to confirm that your storage
device hardware is supported in this version of Backup Exec.
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Install the storage device hardware (controller, drives, robotic libraries) on the
Backup Exec server. Refer to the documentation that is included with your
storage device hardware for installation instructions. Use the appropriate
Windows hardware setup functions to configure your controller and storage
devices. Refer to your Microsoft Windows documentation for more information.
You can find a list of compatible types of storage in the Backup Exec Hardware
Compatibility List.

Check your Windows security settings to make sure that they work properly with
the Backup Exec service account.
See “Changing the credentials for a service account” on page 743.

Ensure that port 50104 is available for use by the Backup Exec Management
Service.

If the drive on which you want to install Backup Exec is encrypted or compressed,
and you want to use a default SQL Express database, verify that an unencrypted
and uncompressed drive is available for SQL Express installation

Check the computer name of the computer on which you want to install Backup
Exec. It should only use standard ANSI characters. You may receive errors if
you install Backup Exec on a computer with a name that uses non-standard
characters.

If you want to install Backup Exec to a non-English version of Windows, download
the Microsoft SQL Server Express setup file for the language that you want to
install from the Microsoft website before you install Backup Exec if all of the
following are true:

= You want to use a local Backup Exec SQL Express instance.

= You have non-English SQL Server instances on the computer on which you
want to install Backup Exec.

Running the Environment Check before installing
or upgrading Backup Exec

The Backup Exec Environment Check is a utility that runs on a computer
automatically during installation and that reports the following:

If the computer meets the minimum requirements for installation, such as the
operating system, disk and physical memory, and sufficient logon account
privileges.

See “System requirements for Backup Exec” on page 47.

If the third-party software that uses Backup Exec ports is configured correctly.
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= If required components are installed, and if they are compatible with Backup

Exec.

= [f previous versions of Backup Exec and Backup Exec features are installed.

» [f storage device hardware and associated drivers are properly installed and
recognized by the Windows operating system.

= If the volume that has the deduplication storage does not have more than 12%
free space available.

» If the deduplication services are not started.

» [f the Windows Hotfix (Windows update) is not installed.

One of the following results is reported for each item:

Table 2-2 Environment Check results

Result Description

Passed There are no incompatibilities to prevent the Backup Exec installation.
For hardware, this result indicates that the hardware configuration is
recognized by Backup Exec.

Warning An incompatibility with Backup Exec exists. Some of the issues may
be resolved during the Backup Exec installation. A warning does not
prevent Backup Exec from installing. However, if the issues are not
resolved during installation, jobs may fail.

Failed An incompatibility with Backup Exec exists, and it will cause the

installation to fail. Action is required before you can successfully install
Backup Exec.

Although the Environment Check runs automatically during installation, you may
want to run it manually before installing Backup Exec or before backing up data

with Backup Exec.

To check your environment before installing

1 From the installation media browser (Browser.exe), click Preinstallation, and
then click Backup Exec.

2 Click Next.
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Do any of the following:

To check the configuration of the local Check Local Environment Check.
computer

To check the configuration of a remote Check Remote Environment Check.
computer

Click Next.

If you checked Remote Environment Check in step 3, do one of the following,
and then click Next:

To select the name of a computer froma Do the following:
list n Click Add Server From List.

n Select the computer from the list, and
then click Next.

To add the name of a computer manually Do the following:

s Click Add Server Manually.

= In the Domain field, type the name of
the domain.

= In the Computer Name field, type the
name of the computer.

= Click OK.

s Type the user name and password for
this computer.

» Click OK.

To remove the name of a computer from Do the following:
the list of computers on which the

Select th ter fi the list.
Environment Check runs = oelectine computerirom e is

s Click Remove.

Review the results of the Environment Check, and then to save the results,
check Save Results To.

To change the location where the Environment Check results are saved, click
Change Path to browse to a new location.

Click Finish.
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Microsoft SQL Server Express Edition
components installed with Backup Exec

The Backup Exec installation program installs Microsoft SQL Server Express
components that are required to run Backup Exec.

Backup Exec prompts you to do one of the following:

= Install the required Microsoft SQL Server Express components with Backup
Exec and create a default Backup Exec instance. This is the recommended
action.

Note: SQL Express can be installed on a server that runs other instances of
SQL Express or full versions of SQL.

= Select a Microsoft SQL Server 2008 R2 SP2 instance that already exists on the
network on which you want to run Backup Exec.

If you choose to install Backup Exec into an existing SQL Server 2008 R2 SP2
instance, ensure that the instance is installed before you continue with the
installation.

Caution: Backup Exec may not function properly if you install it into an existing
SQL Server instance that uses case-sensitive collation. It is recommended that you
avoid installing Backup Exec to a SQL Server instance that uses case-sensitive
collation.

When Backup Exec is installed into an existing instance, the automated master
database restore feature is not available. To recover the Master database, you
must replace it with the Master database copy that Backup Exec automatically
creates and updates when the Master database is backed up.

When Backup Exec applies updates, the SQL instance is stopped, which may cause
other databases in the same instance to lose connectivity. If a remote SQL instance
is used, ensure that Backup Exec has good network connectivity with the instance
to avoid errors. A default local instance of SQL Express is recommended.

You cannot install multiple Backup Exec Databases on the same SQL Server
instance.
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Note: If you are installing a managed Backup Exec server, it is recommended that
you select a local Microsoft SQL Server 2008 R2 SP2 or later instance or later on
which to install the Backup Exec Database for this managed server. Do not select
the same SQL Server instance that is used by the central administration server.

See “System requirements for Backup Exec” on page 47.

System requirements for Backup Exec

The following are the minimum system requirements to run this version of Backup

Exec:

Table 2-3

Minimum system requirements

Item

Requirements

Operating system

You can find a list of compatible operating systems, platforms, and
applications in the Backup Exec Software Compatibility List.

Note: Backup Exec supports the Backup Exec server installation on
64-bit operating systems only.

You cannot install a Backup Exec server on a computer that runs the
Windows Server Core installation option of Windows Server 2012 and
later. You can only install the Backup Exec Agent for Windows on Server
Core computers.

You cannot install SQL Express or SQL Server on a Windows Server
2012 computer that is configured in a Read Only Domain Controller
(RODC) role. The Read Only Domain Controller role does not let you
use the local accounts that are required for SQL Express and SQL
Server. When you install Backup Exec on an RODC computer you must
select a remote SQL instance for the Backup Exec Database.

For Windows Server 2012 and later computers, you cannot install
Backup Exec or the Agent for Windows on a volume that has been
enabled for data deduplication in Windows, on an ReFS volume, or on
Cluster Shared Volumes.

Internet browser

Internet Explorer 7.0 or later

Processor

Intel Pentium, Xeon, AMD, or compatible

Screen resolution

1024 x 768

SQL Server or
SQL Express

SQL Server Express
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Table 2-3 Minimum system requirements (continued)
Item Requirements
Memory Required: 1GB RAM above the operating system's requirements for

the exclusive use by Backup Exec.
Recommended: 2 GB RAM (or more for better performance)

Note: RAM requirements may vary depending on the operations
performed, the features installed, and the specific computer
configuration.

For the Central Admin Server feature: 1 GB RAM is required; 2 GB
RAM is recommended.

Recovery Disk: 1 GB minimum (dedicated) for the multi-lingual version.

Virtual Memory Recommendations: 20 MB above the Windows
recommended size for total paging file size (total for all disk volumes).
Refer to your Microsoft Windows documentation for instructions on how
to view or set the paging file size.

User interface
language

The Backup Exec user interface displays in the format that is configured
in the Region and Language settings in the Control Panel. You can
change the Backup Exec display language so that you can view user
interface items in a different language.

If Backup Exec does not support a language, the user interface displays
in English. The user interface also displays in English if the menu and
dialog boxes option is set to a language other than the language you
want to display the user interface. If you do not use one of the supported
languages listed in Table 2-4, you must install the English language
pack in Windows.

Installation disk
space

1.26 GB (Typical installation)
1.91 GB (Includes all features)

Note: Disk space requirements may vary depending on the operations
performed, the features installed, and the specific system configuration.
The Backup Exec Database and catalogs require additional space. An
additional 525 MB is required for SQL Express. Any disk storage that
you use also requires additional space.

Other Hardware

The following hardware is recommended:

= Network interface card or a virtual network adapter card
= CD/DVD drive
= A mouse
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Table 2-3 Minimum system requirements (continued)

Item Requirements

Storage Hardware | You can use storage media drives, robotic libraries, removable storage

devices, and non-removable hard drives. You can find a list of
compatible types of storage in the Backup Exec Hardware Compatibility
List.

For more information about support for additional drives within a robotic
or virtual tape library, refer to the Backup Exec Price and Licensing

Guide.

Table 2-4 Supported languages for the Backup Exec user interface
Language Language code
Chinese (Simplified) ZH
Chinese (Traditional) CH
English EN
French FR
German DE
Italian IT
Japanese JP
Korean KO
Spanish ES
Russian RU
Portuguese (Brazilian ) PT

See “Installing Backup Exec by using the Installation Wizard” on page 49.

Installing Backup Exec by using the Installation

Wizard

The Backup Exec installation program provides two methods of installation: typical
and custom. A typical installation is simpler than a custom installation and will install
all agents and features included with your license. A typical installation may be
appropriate for small, simple environments. A custom installation is designed for
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large or complex environments, such as a remote Backup Exec server or an
environment which uses the Enterprise Server feature. In a custom installation, you
can choose which features and agents included with your license will be installed.
This makes it ideal for a user who wants to view and control which agents and
features will be installed.

In a typical installation, Backup Exec makes the following decisions for you, based
on common installation scenarios:

= Backup Exec is installed to a local Backup Exec server.
= SQL Express is installed with the default instance.
= All agents and features included with your license are installed.

= Veritas Update runs automatically.

Note: Before you install, make sure that your licenses for the Backup Exec editions
that you want to install are available. You must enter a license in order to install
any edition of Backup Exec, but you can install the trial edition without a license.

Choose either the typical installation or the custom installation:
How to perform a typical installation

How to perform a custom installation

How to perform a typical installation

Follow these steps to perform a typical installation of Backup Exec. A typical
installation of Backup Exec installs all of the features included with your license.

To install a typical installation of Backup Exec

1 From the installation media browser, click Install Products, and then select
Backup Exec.

If the required version of Microsoft .NET Framework is not already installed on
this computer, Backup Exec installs it.

The Backup Exec installation program uses the Microsoft .NET Framework
version 4.8. However, not all versions of Windows support .NET Framework
4.8. If the Backup Exec installation program encounters an operating system
that requires the use of a different version of the .NET Framework, Backup
Exec blocks the installation and provides an error message that instructs you
to install the required version of .NET Framework.

2 On the Welcome panel, read the license agreement, and then click | accept
the terms of the license agreement and click Next.

3 Onthe Installation Type panel, click Typical installation, and then click Next.
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The Backup Exec Environment Check will run automatically.

Review the results of the Environment Check. Do one of the following:

= If the Environment Check does not reveal any issues that may prevent a
successful installation of Backup Exec, click Next.

» Ifthe Environment Check reveals any issues that may prevent a successful
installation of Backup Exec, click Cancel to exit the wizard. Correct the
issues before you attempt to install Backup Exec again.

On the Add Licenses panel, use one of the following methods to add licenses.

To enter entitlement IDs manually

Note: If you do not have an Internet
connection, import the license files
manually to the Backup Exec server. To
download the license file go to the Veritas
Entitlement Management System portal

Do the following in the order listed:

and then import to the Backup Exec server. .

To import licenses from the License File

To install a trial version

In the Enter an Entitlement ID field,
type the appropriate entitlement ID from
your license certificate.

Click Add to List.

Repeat for each entitlement ID.
When you are finished entering the
entitlement IDs, click Next.

Enter the Veritas User Account
credentials and then click Download
to connect to the Veritas Entitlement
Management System and download
the license files.

Do the following in the order listed:

Click Import License File.

Browse to the location of your license
files, and then select the appropriate
file.

Click Next.

Do not enter an entitlement ID or import a
license file. Go to the next step.

If you entered entitlement IDs, do one of the following on the Review Licenses

panel.

To install a licensed version of Backup Exec, perform the following in order:

= Inthe Select a Backup Exec edition license to install on the computer
field, select the Backup Exec edition to install.

» Check the check boxes for the agents or features you want to install.
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= Click the drop-down menu, and then select the number of licenses that you
want to install.

To install a trial edition of Backup Exec, in the Select a Backup Exec edition
license to install on the computer field, select Trial. This option is only
available when you have installed a license. If you have not installed a license,
a trial version will automatically be installed when you click Next.

When you are finished on the Review Licenses panel, click Next.

On the Service Account panel, provide a user name, password, and domain
for an Administrator account that the Backup Exec system services can use,
and then click Next.

You cannot install Backup Exec with an account that has a blank password on
a supported Windows Server unless Windows is configured to allow it. If you
try to do so, the following error message appears when Backup Exec services
are created: The account name and/or password supplied is not valid.

Re-enter the login information and try again.

You can, however, configure Windows to allow for blank passwords. For more
information, see your Windows documentation.

If you want to change the directory where Backup Exec files are installed, click
Change, and then select a new location.

If you change the directory to a new location, ensure that you select a secure
location where you can store sensitive data such as passwords.

If, during Backup Exec installation, the installer detects Backup Exec database
(BEDB) files from an earlier installation, the installer provides you the option
to use either the new database files or the existing database files. If you choose
to use the new database files, the old database files are copied to a different
location.

However, if you choose to use the existing database files, the installer warns
you that the installation might fail if the existing database files are of a different
version than the Backup Exec version you are trying to install.

Click Next.

If the SQL Express Setup panel appears, perform the following steps to identify
the location of the SQL Express setup file:

s Click Browse.

= Navigate to the location where you downloaded the SQL Express 2008 R2
SP2 setup file.

= Click OK.
s Click Next.
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On the Remote Computers panel, do one of the following.

To install the Agent for Windows on one remote computer, perform the following
in order:

Click Add.
Select Add a Single Computer.

Type the fully qualified name of the remote computer or click Browse
Remote Computers to locate the remote computer.

Under Remote computer credentials, type the credentials that Backup
Exec can use to connect to the remote servers.
You must use Administrator credentials.

Click Next.

In the Destination Folder field, enter the path where you want to install
the files.

Click Next.

After all of the computers in the list are validated and the list is complete,
click Next.

To install the Agent for Windows on multiple computers using the same settings,
perform the following in order:

Click Add.
Select Add Multiple Computers with the Same Settings.

Type the fully qualified name of the remote computer or click Browse to
locate the remote computer.

Click Add to List.
Type the fully qualified name and then click Add to List for all of the remote
computers for which you want to push-install the Agent for Windows.

Under Remote computer credentials, type the credentials that Backup
Exec can use to connect to the remote servers.
You must use Administrator credentials.

Click Next.

In the Destination Folder field, enter the path where you want to install
the files.

Click Next.

After all of the computers in the list are validated and the list is complete,
click Next.
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To proceed without push-installing the Agent for Windows, click Next.

12 On the Data Backup panel, select a location to store a copy of the existing
Backup Exec database.

You can use this copy if the upgrade to Backup Exec fails.

After the upgrade to Backup Exec is complete, the deduplication storage is
converted to a newer version. The deduplication storage folder remains offline
till the conversion is complete. After the conversion is complete, and services
are restarted, the deduplication storage comes online.

Jobs that are targeted to deduplication storage fail during the conversion
process. Jobs that are scheduled on other storage continue to run during the
deduplication storage conversion. The estimated time for the conversion is
displayed in months, days, and hours. It is recommended that you keep a
secondary copy of the deduplication data before the upgrade starts, which can
be used if the conversion process fails.

Note: This panel is displayed only when you upgrade Backup Exec.

13 Select the | have read and understood the information check box, and then
click Next.

14 Review the Backup Exec installation summary, and then click Install.

15 If you installed the Agent for Windows on remote computers, on the Remote
Installation dialog box, click Next.

16 When the installation is complete, you can choose to restart the system, view
the readme, or remove the Backup Exec shortcut from the desktop.

17 Click Next, and then click Finish to exit the wizard.
If you chose to restart the system, the computer will restart automatically.

The installation process creates an installation log named BKUPINST22.htm in the
following directory on the computer where Backup Exec is installed.

For Windows Server 2012 and later: %programdata%\Veritas\Backup Exec\Logs

See “About the installation log” on page 97.

How to perform a custom installation

Follow these steps to install a custom installation of Backup Exec. A custom
installation allows you to choose which agents and features will be installed, based
on the licenses which you enter. Note that you cannot use a custom installation to
install more agents and features than are included with your license.
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To install a custom installation of Backup Exec

1

From the installation media browser, click Install Products, and then select
Backup Exec.

If the required version of Microsoft .NET Framework is not already installed on
this computer, Backup Exec installs it.

The Backup Exec installation wizard uses the Microsoft .NET Framework
version 4.8. However, not all versions of Windows support .NET Framework
4 .8. If the Backup Exec installation program encounters an operating system
that requires the use of a different version of the .NET Framework, Backup
Exec blocks the installation and provides an error message that instructs you
to install the required version of .NET Framework.

On the Welcome panel, read the license agreement, and then click | accept
the terms of the license agreement and click Next.

On the Installation Type panel, select Custom installation, and then click
Next.

On the Menu panel, select Local Installation, and then select Install Backup
Exec software and features. Click Next.

The Backup Exec Environment Check will run automatically.
Review the results of the Environment Check. Do one of the following:

= If the Environment Check does not reveal any issues that may prevent a
successful installation of Backup Exec, click Next.

= Ifthe Environment Check reveals any issues that may prevent a successful
installation of Backup Exec, click Cancel to exit the wizard. Correct the
issues before you attempt to install Backup Exec again.

On the Add Licenses panel, use one of the following methods to enter licenses:
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To enter entitlement IDs manually

Note: If you do not have an Internet
connection, import the license files
manually to the Backup Exec server. To

download the license file go to the Veritas

Entitlement Management System portal

Do the following in the order listed:

and then import to the Backup Exec server. .

To import licenses from the License File

To install a trial version

If you entered entitiement IDs, do one of the following on the Review Licenses

panel:

In the Enter an Entitlement ID field,
type the appropriate entitlement ID from
your license certificate.

Click Add to List.

Repeat for each entitlement ID.
When you are finished entering the
entitlement IDs, click Next.

Enter the Veritas User Account
credentials and then click Download
to connect to the Veritas Entitlement
Management System and download
the license files.

Do the following in the order listed:

Click Import License File.

Browse to the location of your license
files, and then select the appropriate
file.

Click Next.

Do not enter an entitlement ID or import a
license file. Go to the next step.

To install a licensed version of Backup Exec, perform the following in order:

= Inthe Select a Backup Exec edition license to install on the computer

field, select the Backup Exec edition to install.

= Check the check boxes for the agents or features you want to install.

» Click the drop-down menu, and then select the number of licenses that you

want to install.

= If you do not make a selection, Backup Exec will select the license with the

largest feature set by default.

To install a trial version of Backup Exec, select Trial in the Select a Backup
Exec edition license to install on the computer field. This option is only

available when you have installed a license. If you have not installed a license,

a trial version will automatically be installed when you click Next.

The Review Licenses panel also allows you to view and customize the capacity

for each entitlement ID.
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When you are finished on the Review Licenses panel, click Next.

On the Configure Features panel, the Select features to install panel displays
all of the features and agents included with the licenses for which you entered
entitlement IDs. Select the check box next to any feature or agent that you
want to install. You can deselect agents and features to prevent them from
being installed now. Features and agents are organized by edition, based on
the licenses that you have entered.

Agents and features for which you have not entered a license will be displayed,
but will be unavailable. If you install a trial license, then install a license with
fewer agents or features than are included with the trial, those agents and
features will be removed.

When you are finished configuring agents and features, click Next.

If you want to install Backup Exec for any additional languages, select the
language on the Choose Languages panel, and then click Next.

On the Destination panel, review the disk space requirements for the items
that you selected to install. If you want to change the directory where the Backup
Exec files are installed, click Change, and then select a new directory or create
a new folder. It is recommended that you do not select a mount point as the
destination directory because if you delete the mount point, Backup Exec will
be uninstalled.

If the installer detects Backup Exec database (BEDB) files from an earlier
installation, the installer provides you the option to use either the new database
files or the existing database files. If you choose to use the new database files,
the old database files are copied to a different location.

However, if you choose to use the existing database files, the installer warns
you that the installation might fail if the existing database files are of a different
version than the Backup Exec version you are trying to install.

Click Next when you are finished reviewing the destination information.
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On the Service Account panel, provide a user name, password, and domain
for an Administrator account that the Backup Exec system services can use,
and then click Next.

You cannot install Backup Exec with an account that has a blank password on
a supported Windows Server unless Windows is configured to allow it. If you
try to do so, the following error message appears when Backup Exec services
are created:

The account name and/or password supplied is not valid. Re-enter

the login information and try again.

You can, however, configure Windows to allow for blank passwords. For more
information, see your Windows documentation.

On the Choose SQL Server panel, do one of the following to select a location
to store the Backup Exec Database.

Note: The Choose SQL Server panel does not appear for upgrades. You
cannot change the database location during the upgrade process. If you want
to change the database location after the upgrade, use BE Utility.

To create a local Backup Exec SQL Express instance, do the following in the
order listed:

= Click Create a local Backup Exec SQL Express instance to store the
Backup Exec database.

= To change the location of the Backup Exec SQL Express instance, click
Browse.

= Select the location, and then click OK.

To use an existing SQL Server 2008 R2 SP2 instance, do the following in the
order listed:

» Click Use an existing instance of SQL Server 2008 R2 with Service
Pack 2 or a later SQL Server version.

= Select the instance.

= Note that when Backup Exec is installed into an existing instance, the
automated Master database restore feature is not available. To recover the
Master database, replace it with the Master database copy that Backup
Exec automatically creates and updates when the Master database is
backed up. For more information, See “Microsoft SQL Server Express
Edition components installed with Backup Exec” on page 46.

Click Next when you are finished.
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14 Backup Exec will now attempt to connect to the instance.

15 Ifthe SQL Express Setup panel appears, perform the following steps to identify
the location of the SQL Express setup file:

s Click Browse.

= Navigate to the location where you downloaded the SQL Express 2008 R2
SP2 setup file.

= Click OK.
s Click Next.

16 If you are prompted, select how the Device Driver Installer should install
device drivers for the tape storage devices that are connected to the server,
and then click Next.

It is recommended that you select Use device drivers for all tape devices.

17 If you are prompted, enter information or choose settings for the additional
features that you want to install, and then click Next after each selection.

18 Review the Backup Exec installation summary, and then click Install.

The installation process takes several minutes to complete. During the process,
the progress bar may not move for several minutes.

19 When the installation is complete, you can choose to restart the system, view
the readme, or remove the Backup Exec shortcut from the desktop.

20 Click Next, and then click Finish to exit the wizard.

If you chose to restart the system, the computer will restart automatically.

Installing additional agents and features to the
local Backup Exec server

You can install agents and features when you install Backup Exec. However, if you
have already installed Backup Exec and want to install additional agents or features,
review the documentation for these features to ensure that your system meets all
of its minimum requirements. In addition, you must have a valid license for any
agents or features that you want to install. The Backup Exec services may be
stopped while the additional features are installed. If any active jobs are running,
you are prompted to stop them, or to wait for the jobs to finish.
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Note: If the Central Admin Server feature is installed, and you want to install
additional features on a managed Backup Exec server, you can pause the managed
Backup Exec server. When a managed Backup Exec server is paused, the
administration server does not delegate jobs to it. When the installation is complete,
un-pause, or resume, the managed Backup Exec server.

See “Pausing or resuming a managed Backup Exec server” on page 1338.
To install additional Backup Exec features to the local Backup Exec server

1 Click the Backup Exec button, select Installation and Licensing, and then
select Install Features and Licenses on this Backup Exec Server.

You may be prompted to insert the installation media.

2 Do one of the following:

To enter serial numbers Do the following in the order listed:

manually = In the Enter a Serial number field, type the
Note: If you do not have an appropriate serial number from your license
Internet connection, import certificate.

the license files manuallyto g Click Add to List.
the Backup Exec server. To
download the license file go
to the Veritas Entitlement
Management System portal
and then import to the Backup
Exec server.

Repeat for each serial number.
Click Next.

Enter the Veritas User Account credentials and then
click Download to connect to the Veritas Entitlement
Management System and download the license files.

To import licenses from the Do the following in the order listed:

license file = Click Import License File.
= Browse to the location of your license files, and then
select the appropriate file.
n  Click Next.
To install a trial version Do not type a serial number or import a license file. Go

to step 5.
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3 If you entered product activation serial numbers, on the Review Licenses
panel, the editions for which you have entered licenses will be shown. You can
also edit the Allocated Capacity field for each edition to specify how much of
your available capacity each will be able to use.

To install a trial edition of Backup Exec, select Trial in the Select a Backup
Exec edition license to install on the computer field. This option is only
available when you have installed a license. If you have not installed a license,
a trial version will automatically be installed when you click Next.

4 Click Next.

5 Do the following:
» Check the check boxes for the additional features that you want to install.
= Uncheck the check boxes for the features that you want to remove.
Click Next.

If you are prompted, enter information or choose settings for the additional
features that you want to install. Click Next after each selection.

8 Review the Backup Exec installation summary, and then click Install.

The Backup Exec services are stopped while the additional features are
installed. If any active jobs are running, you are prompted to stop them, or to
wait for the jobs to finish.

When the installation is complete, the services are restarted.

9 Click Finish.

Push-installing Backup Exec to remote computers

You cannot push install Backup Exec in the following scenarios:
= Push install from a 64-bit operating system to a 32-bit operating system

» Push install from a 32-bit operating system to a 32-bit or a 64-bit operating
system

If you install Backup Exec through Terminal Services and the installation media is
on a shared drive (network share) you must use a UNC path. Installation by mapped
drives is not supported.

You can set up multiple server installations. Backup Exec processes up to five
remote computer installations concurrently.
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Note: Backup Exec installs the required version of Microsoft .NET Framework if it
is not already installed on the computer where you want to push-install Backup
Exec. The Backup Exec installation program uses the Microsoft .NET Framework
version 4.8. However, not all versions of Windows support .NET Framework 4.8. If
the Backup Exec installation program encounters an operating system that requires
the use of a different version of the .NET Framework, Backup Exec blocks the
installation and provides an error message that instructs you to install the required
version of .NET Framework.

Before you install Backup Exec to remote computers, you should review the special
considerations.

Table 2-5 Special considerations for installing Backup Exec to remote
computers
Item Consideration
Windows Server 2012 and later To push-install Backup Exec to a computer

that runs Windows Server 2012 and later, you
must enable the following items on the
destination computer’s Windows Firewall
Exceptions list

= File and Printer Sharing

= Windows Management Instrumentation
(WMI)

For more information, refer to your Microsoft
Windows documentation.

You cannot install Backup Exec on a volume
that has been enabled for data deduplication
in Windows, on an ReFS volume, or on
Cluster Shared Volumes.

Symantec Endpoint Protection (SEP) 11.0 or | To push-install Backup Exec to a computer
later that runs Symantec Endpoint Protection
(SEP) version 11.0 or later, you must
configure SEP to share files and printers. The
file and printer sharing feature is turned off
by default.

Note: You can also use Microsoft's Add or Remove Programs utility to install Backup
Exec to a remote computer. See your Microsoft documentation for more information.
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The installation process creates an installation log named BKPINST21.htm in the
following directory on t