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Technical Support
Symantec Technical Support maintains support centers globally. Technical Support’s
primary role is to respond to specific queries about product features and functionality.
The Technical Support group also creates content for our online Knowledge Base.
The Technical Support group works collaboratively with the other functional areas
within Symantec to answer your questions in a timely fashion. For example, the
Technical Support group works with Product Engineering and Symantec Security
Response to provide alerting services and virus definition updates.

Symantec’s support offerings include the following:

■ A range of support options that give you the flexibility to select the right amount
of service for any size organization

■ Telephone and/or Web-based support that provides rapid response and
up-to-the-minute information

■ Upgrade assurance that delivers software upgrades

■ Global support purchased on a regional business hours or 24 hours a day, 7
days a week basis

■ Premium service offerings that include Account Management Services

For information about Symantec’s support offerings, you can visit our website at
the following URL:

www.symantec.com/business/support/index.jsp

All support services will be delivered in accordance with your support agreement
and the then-current enterprise technical support policy.

Contacting Technical Support
Customers with a current support agreement may access Technical Support
information at the following URL:

www.symantec.com/business/support/contact_techsupp_static.jsp

Before contacting Technical Support, make sure you have satisfied the system
requirements that are listed in your product documentation. Also, you should be at
the computer on which the problem occurred, in case it is necessary to replicate
the problem.

When you contact Technical Support, please have the following information
available:

■ Product release level

■ Hardware information
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■ Available memory, disk space, and NIC information

■ Operating system

■ Version and patch level

■ Network topology

■ Router, gateway, and IP address information

■ Problem description:

■ Error messages and log files

■ Troubleshooting that was performed before contacting Symantec

■ Recent software configuration changes and network changes

Licensing and registration
If your Symantec product requires registration or a license key, access our technical
support Web page at the following URL:

www.symantec.com/business/support/

Customer service
Customer service information is available at the following URL:

www.symantec.com/business/support/

Customer Service is available to assist with non-technical questions, such as the
following types of issues:

■ Questions regarding product licensing or serialization

■ Product registration updates, such as address or name changes

■ General product information (features, language availability, local dealers)

■ Latest information about product updates and upgrades

■ Information about upgrade assurance and support contracts

■ Information about the Symantec Buying Programs

■ Advice about Symantec's technical support options

■ Nontechnical presales questions

■ Issues that are related to CD-ROMs or manuals

http://www.symantec.com/business/support/
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Support agreement resources
If you want to contact Symantec regarding an existing support agreement, please
contact the support agreement administration team for your region as follows:

customercare_apac@symantec.comAsia-Pacific and Japan

semea@symantec.comEurope, Middle-East, and Africa

supportsolutions@symantec.comNorth America and Latin America

Documentation
Your feedback on product documentation is important to us. Send suggestions for
improvements and reports on errors or omissions. Include the title and document
version (located on the second page), and chapter and section titles of the text on
which you are reporting. Send feedback to:

doc_feedback@symantec.com

For information regarding the latest HOWTO articles, documentation updates, or
to ask a question regarding product documentation, visit the Storage and Clustering
Documentation forum on Symantec Connect.

https://www-secure.symantec.com/connect/storage-management/
forums/storage-and-clustering-documentation

About Symantec Connect
Symantec Connect is the peer-to-peer technical community site for Symantec’s
enterprise customers. Participants can connect and share information with other
product users, including creating forum posts, articles, videos, downloads, blogs
and suggesting ideas, as well as interact with Symantec product teams and
Technical Support. Content is rated by the community, and members receive reward
points for their contributions.

http://www.symantec.com/connect/storage-management
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Symantec ApplicationHA
Agent Pack 6.0 Readme

This document includes the following topics:

■ Introduction

■ What's new

■ About the ApplicationHA agents

■ About the Agent Pack installation

■ Known issues

■ Documentation

■ Getting help

Introduction
This document provides information about the new agents and changes introduced
in this Agent Pack release for Symantec ApplicationHA 6.0 for Windows. Review
this document before installing the Agent Pack.

Note: All the ApplicationHA agents in this release are only compatible with the
ApplicationHA 6.0 version, and not with any of the previous versions.

This Readme provides details about the following:

■ Agents for Microsoft SQL Server 2012

■ Enhancements to the agent for VMware vCenter Server



Additionally, this document also provides information about the known issues,
product documentation, and technical and other help.

Note: In addition to the newly-introduced changes, this agent pack also includes
all the existing application agents that were available in the previous release.

What's new
This section describes changes introduced in this release.

Agents for Microsoft SQL Server 2012
The Symantec ApplicationHA agents for Microsoft SQL Server 2012 monitor SQL
Server databases and the associated services on the virtual machine. The
ApplicationHA agents for SQL Server 2012 provide monitoring support for the
Microsoft SQL Server versions 2012 and 2012 SP1.

The SQL Server 2012 agents include the following:

■ SQL Server 2012 Database Engine agent
Provides monitoring for SQL Server Database Engine service. The agent brings
the services online, takes them offline, and monitors their status.

■ SQL Server FILESTREAM agent
Provides monitoring for SQL Server FILESTREAM component. The agent
monitors the Windows FILESTREAM configuration settings for the SQL Server
instance.

The agents start the required SQL Server 2012 services if they are not running
already, and monitor their status. Using the Symantec ApplicationHA Configuration
Wizard, you can configure the SQL Server 2012 agents to monitor Microsoft SQL
Server 2012.

For more information, refer to the Symantec™ ApplicationHA Agent for Microsoft
SQL Server 2012 Configuration Guide.

Enhancements to the agent for VMware vCenter Server
The Symantec ApplicationHA agent for VMware vCenter Server now supports
version 5.1.

Using Symantec ApplicationHA for VMware vCenter Server, you canmonitor vCenter
Server running on a virtual machine. For more information, refer to the Symantec™
ApplicationHA Configuration Guide for VMware vCenter Server.
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About the ApplicationHA agents
Agents are processes that manage applications and resources of predefined
resource types configured for applications and components on a system. The agents
are installed when you install ApplicationHA. These agents start, stop, and monitor
the corresponding resources configured for the applications and report state
changes. The ApplicationHA agents are classified as follows:

■ Infrastructure agents
Infrastructure agents are packaged (bundled) with the base software and include
agents for mount points, generic services, and processes. These agents are
immediately available for use after you install ApplicationHA. For more details
about the infrastructure agents, refer to the Symantec™ ApplicationHA Generic
Agents Guide.

■ Application agents
Application agents are used to monitor third-party applications, such as Internet
Information Services (IIS), Microsoft SQL Server 2008 or 2008R2, Microsoft
SharePoint Server 2010, and Microsoft Exchange Server 2007 and 2010. These
agents are packaged separately and can be installed using Symantec
ApplicationHA Agent Pack.
Symantec ApplicationHA Agent Pack is released on a quarterly basis. The agent
pack includes support for new applications as well as fixes and enhancements
to existing agents. You can install the agent pack on an existing ApplicationHA
guest components installation.
For information on the latest Agent Pack availability, refer to the Symantec
Operations Readiness Tools (SORT) Web site:
http://sort.symantec.com
For more information about each application agent, refer to the
application-specific configuration guide.

Supported applications
Table 1-1 lists the applications that Symantec ApplicationHA currently supports on
virtual machines.

Table 1-1 Symantec ApplicationHA supported applications

Edition and Service PackArchitectureApplication

Standard Edition, Enterprise
Edition

SP1, SP2, and SP3

x64Microsoft Exchange 2007

(Mailbox Server role required)
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Table 1-1 Symantec ApplicationHA supported applications (continued)

Edition and Service PackArchitectureApplication

Standard Edition, Enterprise
Edition

x64Microsoft Exchange Server 2010

(Mailbox Server role required)

Standard Edition, Enterprise
Edition

x64Microsoft SQL Server 2005

Standard Edition, Enterprise
Edition, Web Edition

SP1 for 2008 and 2008 R2

x86, x64Microsoft SQL Server 2008 and 2008
R2

Standard Edition, Enterprise
Edition

SP1

x86, x64Microsoft SQL Server 2012

x86, x64Internet Information Server (IIS) 6.0 and
later

x64Microsoft SharePoint Server 2010

x64ApplicationHA Console

x86, x64Custom applications and generic
services

x86, x64FileShare

x64PrintShare

x64SAP NetWeaver

x64SAP Web Application Server

x64Oracle

x64VMware vCenter Server

x64Oracle Siebel CRM

About the Agent Pack installation
You can download the Symantec ApplicationHA Agent Pack from the Symantec
SORT Web site:

http://sort.symantec.com
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Before installing the Agent Pack
Use the Symantec ApplicationHA Agent Pack installer to install Symantec
ApplicationHA Agent Pack in your VMware virtualization environment.

Consider the following before you proceed:

■ On a Windows Server 2003 operating system, Microsoft .NET Framework 2.0
Service Pack 2 is a prerequisite for installing the Agent Pack. Therefore, you
must install .NET Framework 2.0 SP2 before installing the Agent Pack.

■ You must have Symantec ApplicationHA guest components installed on the
system where you want to install the Agent Pack.

■ The installer uses the logged-on user account context for installation. Verify that
the logged-on user has local administrator privileges on the system where you
want to install the Agent Pack.

■ The installer allows remote installation. You can launch the installer from any
system in your network or directly on any of the virtual machines. In case of
remote installations, ensure that the logged-on user has local administrator
privileges on all the remote systems where you want to install the Agent Pack.

■ The installer currently supports installation on up to 32 virtual machines at a
time. If you want to install on additional systems, you must first complete the
installation on 32 systems and then run the installer again and select additional
systems for installation.
The installer generates a summary that contains a list of the systems where the
operation was performed. You can save that report as a reference.

■ Remote installation is restricted to systems within a domain or a workgroup.
You cannot select systems that are outside a domain. To install on multiple
systems in a domain, run the installer from a system in that domain.

■ During the Agent Pack installation, the installer verifies the ApplicationHA plugin
registration on the vCenter Server. If the plugin is not registered, the installer
displays a prompt. The plugin registration is not required for the Agent Pack
installation, but it is required for configuring application monitoring. You can
choose to proceed with the Agent Pack installation.

Installing the Agent Pack
Perform the following steps to install Symantec ApplicationHA Agent Pack using
the Symantec ApplicationHA Agent Pack Installer wizard.
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To install Symantec ApplicationHA Agent Pack using the installation wizard

1 On the system where you want to install the Symantec ApplicationHA Agent
Pack, navigate to the ApplicationHA Agent Pack software package directory
and run Setup.exe to launch the Symantec ApplicationHA Agent Pack Installer
wizard.

2 On the Welcome panel, review the prerequisites and then click Next.

3 On the License Agreement panel, read the Symantec Software License
Agreement, click I accept the terms of License Agreement, and then click
Next.

4 On the vCenter Server Details panel, choose the way you want to specify virtual
machines for the installation, and then click Next.

You can specify the virtual machines in the following ways:

■ To add virtual machines using their display names in the vCenter Server
inventory, select the Use the virtual machine display names in the
vCenter inventory check box, and provide the following vCenter Server
details:

Specify the host name or IP address of the VMware vCenter
Server.

Ensure that the specified vCenter Server host name or IP
address is accessible from the computer on which you are
installing ApplicationHA Agent Pack.

vCenter Server
Name or IP

Specify the https port used by the VMware Web Service.

The default port number is 443.

Web Service Https
Port

Specify the name of the user account that has the privileges
to enumerate the virtual machines visible in the vSphere Client.

The wizard uses this account to discover the virtual machines
in the vCenter Server inventory.

User Name

Specify the password for the user account specified in the
User Name field.

Password

The wizard displays a prompt if the ApplicationHA plugin is not registered
on the specified vCenter Server. Click Yes to proceed with the guest
installation. The plugin registration is not required for the Agent Pack
installation, but it is required for configuring application monitoring.
OR
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■ To add virtual machines using their host names or IP addresses, clear the
Use the virtual machine display names in the vCenter inventory check
box.

5 On the System Selection panel, specify the systems for the installation, and
then click Next.

To add virtual machines from the vCenter Server inventory, do the following:

■ To add a single system, in the VM Display Name box, type the system
name as it appears in the vCenter Server inventory, and then click Add.

■ To addmultiple systems, clickBrowse to open the vCenter Server Browser
dialog box. This dialog box displays the virtual machine names as they
appear in the vCenter Server inventory.
Expand Datacenters, select the check boxes corresponding to the systems
in the list, and then click OK.

Note: You cannot select the systems that do not meet the installation
requirements.

To add virtual machines using the host names or IP addresses, do the following:

■ To add a single system, type the system name in the System Name or IP
box, and then click Add.

■ To add multiple systems, click Browse to open the Select Systems dialog
box.
In the Select Systems dialog box, the Available Systems list displays a list
of systems in the domain where the current system resides. Select one or
more systems from the Available Systems list and click the right arrow
button to move them to the Selected Systems list, and then click OK.

The wizard uses the location where you installed Symantec ApplicationHA as
the default installation directory.

The wizard performs the required validation checks on the selected systems.
If a system passes the validation criteria, the status is reflected as Ready for
Upgrade. If a system does not meet the required criteria, the status is reflected
as Verification failed.

To view the cause of a validation failure, click the Information icon for the
system. Rectify the issue, and then click Re-verify to perform the validation
check again on the rejected system again. The wizard does not proceed with
the installation unless all the selected systems have passed the validation
checks.
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6 On the Pre-install Summary panel, review the preinstallation summary and
then click Next. Click Save Report if you want to save the preinstallation
summary report for reference.

7 The Symantec ApplicationHA Agent Pack Installation panel displays the
progress of the installation on the selected systems. After the panel indicates
that the installation is complete, click Next.

8 On the Post-install Summary panel, review the installation results, and then
clickNext. Click Save Report if you want to save the post-installation summary
report for reference.

If the installation has failed on any of the systems, review the post-install
summary report and refer to the installation log file located at
%ProgramFiles%\Veritas\VPI\log\<date_timestamp>

On a Windows Server 2008 operating system, the log file is located
at%ProgramData%\Veritas\VPI\log\<date_timestamp>.

Click the View Log link that appears on each wizard panel to view the log file.
You may have to repeat the installation in case of failed installations.

9 On the Finish panel, click Finish. This completes the Symantec ApplicationHA
Agent Pack installation.

Known issues
The following known issues exist in this release of the product.

All applications being monitored on a system may be taken offline if any
one application faults

This issue occurs when you configure ApplicationHA to monitor multiple applications
on a single virtual machine.

When an application faults, ApplicationHA tries to restart it for a configured number
of attempts. As part of the restart process, the application goes in to a partially
faulted state.

If the Heartbeat agent monitors this intermediate state, it considers that the application
has faulted. As a recovery action, the agent then takes all the other online
applications offline without waiting for ApplicationHA to complete the restart process.

Workaround: There is no workaround for this issue.
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Script-based detail monitoring for SQL Server 2008 fails if the script
output is more than 1024 characters

This issue occurs if you configure script-based detail monitoring for SQL Server
2008 or SQL Server 2008 R2. If the detail monitoring script output exceeds 1024
characters, the detail monitoring may fail and the SQL resources may either go into
an unknown state or fault (if FaultOnDMFailure is set to True). (2710112)

Workaround: Ensure that the output of the script specified for detail monitoring is
less than or equal to 1024 characters.

Custom settings are not retained after a repair of the Guest
Components installation

This issue may occur if you have added custom settings (custom agents, resource
types, attributes values, arguments and settings) to your application monitoring
configuration after installing this agent pack.

If application monitoring is not yet configured (or if you have unconfigured application
monitoring) and then you run a repair of the ApplicationHA Guest Components
installation using Windows Add/Remove Programs, all the custom settings made
to the configuration are lost.

The repair itself is successful but the customized settings are not retained. The
configuration is reverted to the default settings. (3085398)

Workaround: Symantec recommends that before running a repair of the Guest
Components installation, you take a backup of the custom settings in the
configuration.

Take a backup of the following file:

%vcs_home%\conf\config\types.cf

Here%vcs_home% is the default product installation directory, typically C:\Program
Files\Veritas\Cluster Server.

After the repair is successful, you manually replace the types.cf file in the existing
directory (%vcs_home%\conf\config) with the backup copy you made earlier. This
should restore all the customized settings in the configuration.

Configuration wizard cannot discover Allow and Deny permissions
of the domain user of a file share

This issue occurs while configuring file shares for application monitoring using the
Symantec ApplicationHA ConfigurationWizard. If the virtual machine does not have
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a trust relationship with the domain controller, then the wizard cannot discover the
Allow and Deny permissions of the domain user of a file share.

Therefore, you cannot select the permissions of such users for application
monitoring. (2326251)

Workaround: There is no workaround for this issue.

Configuration wizard cannot display the SQL instances whose
directory paths contain "%"

This issue occurs while configuring SQL Server 2005, 2008, or 2008 R2 instances
for application monitoring using the Symantec ApplicationHA ConfigurationWizard.
If the directory path of an instance contains "%" (percent), then that instance is not
displayed on the SQL Instance Selection panel of the wizard.

Therefore, you cannot select such instances for application monitoring. (2403740)

Workaround: There is no workaround for this issue.

Configuration wizard does not support monitoring of more than 300
print shares

This issue occurs if you select more than 300 print shares for application monitoring
using the Symantec ApplicationHA ConfigurationWizard. The wizard times out and
fails to configure the shares. To avoid this issue, do not select more than 300 print
shares for application monitoring. (2409012, 2409016)

Workaround: There is no workaround for this issue.

Print shares are listed along with file shares while configuring
FileShare monitoring

This issue occurs while configuring file shares for application monitoring using the
Symantec ApplicationHA Configuration Wizard. The discovery procedure lists print
shares along with file shares on the FileShare Monitoring Configuration panel of
the wizard. Therefore, the application monitoring for FileShare fails if you select
print shares for configuring. (2401444)

Workaround: To resolve this issue, do not select print shares while configuring
application monitoring for FileShare. You can configure application monitoring for
PrintShare using the wizard by selecting the PrintShare application.
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Configuration wizard does not support certain special characters and
symbols in the names of printers and print shares

This issue occurs while configuring print shares for application monitoring using
the Symantec ApplicationHA Configuration Wizard. For the print shares that you
want to configure for monitoring, if any of the share name or its corresponding
printer name contains special characters or symbols other than the ones listed
below, then the wizard fails to configure the shares for monitoring. (2403557,
2396536)

The wizard supports all the alphanumeric characters and the following special
characters and symbols:

opening parenthesis(tilde~

closing parenthesis)at sign@

opening bracket[number sign#

closing bracket]dollar sign$

opening brace{percent%

closing brace}plus sign+

underscore_

Workaround: There is no workaround for this issue.

FileShare agent does not monitor users with denied permissions on
shares

This issue occurs after you have configured a file share for application monitoring
using the Symantec ApplicationHA ConfigurationWizard. If a user has been denied
one or more permissions for the configured share, then the FileShare agent does
not monitor such user. However, the wizard successfully monitors the share.
(2321053)

Workaround: There is no workaround for this issue.

FileShare agent does not support CD-ROM and DVD-ROM drive
shares

This issue occurs while configuring file shares for application monitoring using the
Symantec ApplicationHA Configuration Wizard. If you are configuring monitoring
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for CD-ROM or DVD-ROM drive shares, then the wizard cannot configure such
shares for monitoring. (2311779)

Workaround: There is no workaround for this issue.

Configuration wizard cannot configure monitoring for a large number
of file shares

This issue occurs while configuring a large number of file shares for application
monitoring using the Symantec ApplicationHA Configuration Wizard. The wizard
fails to configure the shares while performing theConfigure applicationmonitoring
task on the ApplicationHA Configuration panel. (2321442)

Workaround: To resolve this issue, use this workaround only after the Symantec
ApplicationHA Configuration Wizard has failed to configure shares.

Using the command-line interface (CLI) of the guest computer, type the following
commands at the command prompt:

%ProgramFiles%\Veritas\VRTSsfmh\bin\xprtlc.exe -l "https://

localhost:5634/vcs/admin/createAppMonHBSG.pl?&ID=CustomApplication&

params=<Cmd><ID>CreateVMWHBSG</ID><ServiceGroups><Name>FileShare_SG</

Name></ServiceGroups></Cmd>";

Configuration wizard does not support certain special characters and
symbols in the names of Mailbox databases

This issue occurs while configuring Exchange 2007Mailbox databases for application
monitoring using the Symantec ApplicationHA Configuration Wizard. If any of the
database's name contains special characters or symbols other than the ones listed
below, then the wizard fails to configure the databases for monitoring. The wizard
supports all the alphanumeric characters and the following special characters and
symbols: (2281068)

closing brace}asterisk*tilde~

pipe, vertical bar|opening parenthesis(exclamation point!

colon:closing parenthesis)at sign@

question mark?underscore_number sign#

opening bracket[plus sign+dollar sign$

closing bracket]minus sign–percent%

period, full stop.opening brace{ampersand&
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Workaround: There is no workaround for this issue.

ApplicationHA Configuration wizard cannot configure monitoring for
services if a service name contains "&"

This issue occurs while configuring services for application monitoring using the
Symantec ApplicationHAConfigurationWizard. If any of the service's name contains
"&" (ampersand), then the wizard fails to configure the services for monitoring.
(2266698)

Workaround: Perform the following steps to resolve this issue:

1 Using the ApplicationHA view, unconfigure the partial application monitoring.

2 Using the Symantec ApplicationHA ConfigurationWizard, configure application
monitoring for all the services except the one with "&" in its name.

3 Using the command-line interface (CLI), type the following commands at the
command prompt to manually add the resource for the service with "&" in its
name:

■ haconf -makerw

■ hares -add <resname> GenericService <groupname>

■ hares -modify <resname> ServiceName <servicename>

■ haconf -dump -makero

Where resname is the name of the resource, groupname is the name of the
group that was created after you completed Step 2, and servicename is the
name of the service that contains "&".

Memory leak in ApplicationHA agent for SharePoint Server 2010
A memory leak occurs in Symantec ApplicationHA agent for SharePoint Server
2010. This issue occurs if you are using IIS 7.0 because theWindowsManagement
Instrumentation (WMI) provider for IIS 7.0 leaks memory. (2210349)

You may receive an error message similar to one of the following:

provider not found

or

provider initialization fail

Workaround: To resolve this issue, remove IIS 7.0 and use IIS 6.0 instead.
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SharePoint Server 2010 applications and services remain online
even if the underlying SQL Server faults

Symantec ApplicationHA agent for SharePoint Server 2010 provides monitoring
support for SharePoint Server applications and services. This agent does not provide
monitoring support for the underlying SQL Server database.

Thus, even if SQL Server faults, the SharePoint Server applications and services
remain online. (2212860)

Workaround: There is no workaround for this issue.

SharePoint Server 2010 applications and services remain online
even if the Farm User credentials are changed

If you change the FarmAdminAccount and FarmAdminPassword attribute values,
after you have configured the SharePoint Server applications and services, the
configured applications and services continue to remain online. (2212853)

Workaround: If you want the changed credentials to take effect, you must
unconfigure and then reconfigure the applications and services.

Configuration wizard fails to discover a SQL instance if a database
name contains double quotation marks

This issue occurs while configuring application monitoring for SQL Server 2008 or
2008 R2 if the database name of an instance contains double quotation marks. In
such cases, SQL Server fails to discover the instance, not only the database.
(2208925)

Workaround: To resolve this issue, either remove the double quotation marks from
the database name or configure application monitoring for SQL Server 2008 or
2008 R2 using the command-line interface.

Memory leak occurs in WMI when monitoring IIS sites using
ApplicationHA

On Windows Server 2008 operating systems, a memory leak occurs in Windows
Management Instrumentation (WMI) when monitoring the IIS-hosted sites using
Symantec ApplicationHA. This issue occurs if IIS 7.o WMI provider is installed on
the IIS server. (2077342)

Workaround: This is a known Microsoft problem. To resolve this issue, do the
following:

■ Ensure that only IIS 6.0 WMI provider is installed on the IIS server.
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■ Under the Web Server (IIS) role, ensure that the IIS 6 WMI Compatibility role
service is installed, and the IIS Management Scripts and Tools role service
is not installed.

Documentation
Product guides are available in the PDF format. We recommend copying required
documents to your system directory.

This release includes the following documents:

Table 1-2 ApplicationHA Agent Pack documents

DescriptionFile NameTitle

Provides an overview of the
product and the contents of
the software, information
about installing Agent Pack,
and information about
known issues and
documentation.

appha_agentpack_readme_60_win.pdfSymantec™
ApplicationHA Agent
Pack Readme

Provides information about
the Symantec
ApplicationHA infrastructure
agents and configuring
application monitoring for
services, processes, and
mount points.

appha_generic_agent_60_win.pdfSymantec™
ApplicationHA Generic
Agents Guide

Provides information about
the Symantec
ApplicationHA agent for
Microsoft Exchange Server
2007 and configuring
application monitoring for
Exchange Server 2007.

appha_exch2007_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Microsoft Exchange
Server 2007
Configuration Guide

Provides information about
the Symantec
ApplicationHA agent for
Microsoft Exchange Server
2010 and configuring
application monitoring for
Exchange Server 2010.

appha_exch2010_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Microsoft Exchange
Server 2010
Configuration Guide
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Table 1-2 ApplicationHA Agent Pack documents (continued)

DescriptionFile NameTitle

Provides information about
the Symantec
ApplicationHA agent for
Microsoft Internet
Information Services (IIS)
and configuring application
monitoring for IIS.

appha_iis_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Microsoft Internet
Information Services (IIS)
Configuration Guide

Provides information about
the Symantec
ApplicationHA agent for
Microsoft SharePoint Server
2010 and configuring
application monitoring for
SharePoint Server 2010.

appha_sps2010_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Microsoft SharePoint
Server 2010
Configuration Guide

Provides information about
the Symantec
ApplicationHA agent for
FileShare and configuring
application monitoring for
FileShare.

appha_fileshare_agent_60_win.pdfSymantec™
ApplicationHA Agent for
FileShare Configuration
Guide

Provides information about
the Symantec
ApplicationHA agent for
PrintShare and configuring
application monitoring for
PrintShare.

appha_printshare_agent_60_win.pdfSymantec™
ApplicationHA Agent for
PrintShare Configuration
Guide

Provides information about
the Symantec
ApplicationHA agent for
Microsoft SQL Server 2005
and configuring application
monitoring for SQL Server
2005.

appha_sql2005_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Microsoft SQL Server
2005 Configuration Guide
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Table 1-2 ApplicationHA Agent Pack documents (continued)

DescriptionFile NameTitle

Provides information about
the Symantec
ApplicationHA agent for
Microsoft SQL Server 2008
and 2008 R2 and
configuring application
monitoring for SQL Server
2008 and 2008 R2.

appha_sql2008_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Microsoft SQL Server
2008 and 2008 R2
Configuration Guide

Provides information about
the Symantec
ApplicationHA agent for
Microsoft SQL Server 2012
and configuring application
monitoring for SQL Server
2012.

appha_sql2012_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Microsoft SQL Server
2012 Configuration Guide

Provides information about
the Symantec
ApplicationHA agent for
SAP Netweaver and
configuring application
monitoring for SAP
NetWeaver.

appha_sapnw_agent_60_win.pdfSymantec™
ApplicationHA Agent for
SAP Netweaver
Configuration Guide

Provides information about
the Symantec
ApplicationHA agent for
SAP Web Application
Server and configuring
application monitoring for
SAP Web Application
Server.

appha_sapwebas_agent_60_win.pdfSymantec™
ApplicationHA Agent for
SAP Web Application
Server Configuration
Guide

Provides information about
the Symantec
ApplicationHA agent for
Oracle and configuring
application monitoring for
Oracle.

appha_oracle_agent_60_win.pdfSymantec™
ApplicationHA Agent for
Oracle Configuration
Guide
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Table 1-2 ApplicationHA Agent Pack documents (continued)

DescriptionFile NameTitle

Provides information about
how VMware vCenter
Server works with
Symantec ApplicationHA
and configuring application
monitoring for VMware
vCenter Server.

appha_vcenter_config_60_win.pdfSymantec™
ApplicationHA
Configuration Guide for
VMware vCenter Server

Provides information about
Symantec ApplicationHA
agent for Oracle Siebel
CRM and configuring
application monitoring for
Oracle Siebel CRM.

appha_siebel_agent_60_win.pdfSymantec™
ApplicationHA
Configuration Guide for
Siebel CRM

Documentation feedback
Your feedback on product documentation is important to us. Send suggestions for
improvements and reports on errors or omissions to doc_feedback@symantec.com.
Include the title of the document and chapter and section titles of the text about
which you have feedback.

Getting help
For technical assistance, visit
http://www.symantec.com/business/support/assistance_care.jsp and select phone
or email support. Select a product to use the Knowledge Base Search feature to
access resources such as Technotes, product alerts, software downloads, hardware
compatibility lists, and the customer email notification service. If you encounter an
error when using a product, include the error number preceding the message when
contacting Technical Services. You can also use the error number to search for
information in Technotes or documents on the Web site.
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